**Phụ lục 03**

**MẪU VĂN BẢN CUNG CẤP THÔNG TIN VỀ CÁC HỆ THỐNG CẦN HỖ TRỢ GIÁM SÁT, CẢNH BÁO VÀ ỨNG CỨU SỰ CỐ TẤN CÔNG MẠNG**

*(Kèm theo công văn số /CATTT-VNCERTCC ngày /6/2021
của Cục An toàn thông tin)*

|  |  |  |  |
| --- | --- | --- | --- |
| **TÊN CƠ QUAN BÁO CHÍ**Số: /V/v cung cấp thông tin về các hệ thống cần hỗ trợ giám sát, cảnh báo và ứng cứu sự cố |  **CỘNG HÒA XÃ HỘI CHỦ NGHĨA VIỆT NAM** **Độc lập - Tự do - Hạnh phúc***Hà Nội, ngày tháng năm 2021* |  |  |

Kính gửi: Cục An toàn thông tin

[*Tên cơ quan báo chí*] gửi Cục An toàn thông tin các thông tin liên quan tới hệ thống cần hỗ trợ giám sát, cảnh báo và ứng cứu sự cố tấn công mạng:

1. **Thông tin về lãnh đạo cơ quan báo chí**
* Tên cơ quan báo chí (\*)
* Tên lãnh đạo cơ quan (\*)
* Địa chỉ: (\*)
* Điện thoại lãnh đạo (\*)
* Email lãnh đạo(\*)
1. **Đầu mối bảo đảm an toàn thông tin, ứng cứu sự cố**
* Họ và tên (\*)
* Chức vụ:
* Điện thoại (\*)
* Email (\*)
1. **Thông tin chi tiết về các hệ thống cần giám sát, cảnh báo và hỗ trợ ứng cứu sự cố tấn công mạng**
	1. ***Hệ thống 1 :***
* Tên hệ thống thông tin (\*): …………………………………….………..…
* Địa chỉ IP (\*): ……………………………………………………………...
* Tên miền (\*):……………………………………………………………….
* Đặt tại trung tâm dữ liệu (\*): ………………………………………………
* Đầu mối vận hành (Tên, số điện thoại) (\*):……………………….…….…
* Đầu mối đảm bảo an toàn thông tin (Tên, số điện thoại):…………………
* Hệ điều hành máy chủ: ……………………………………………………
* Mô tả chi tiết (nếu có): ……………………………………………………
	1. ***Hệ thống n :***
* Tên hệ thống thông tin (\*): ……………………………………..……….…
* Địa chỉ IP (\*): ……………………………………………………………...
* Tên miền (\*):……………………………………………………………….
* Đặt tại trung tâm dữ liệu (\*): ………………………………………………
* Đầu mối vận hành (Tên, số điện thoại) (\*):……………………..…………
* Đầu mối đảm bảo an toàn thông tin (Tên, số điện thoại):…………………
* Hệ điều hành máy chủ: ……………………………………………………
* Mô tả chi tiết (nếu có): ……………………………………………………
1. **Các biện pháp an toàn thông tin đã triển khai**

**(***Nếu có hệ thống nào thì đánh dấu***)**

🞏 Giải pháp bảo vệ thiết bị đầu cuối (Endpoint), tên giải pháp ……………

🞏 Firewall, tên giải pháp …………………………………………………

🞏 Hệ thống phát hiện xâm nhập (IDS/IPS), tên giải pháp ……………………

🞏 Hệ thống SIEM, tên giải pháp ……………………………………………

🞏 Hệ thống chống DDoS, tên giải pháp ………………………………………

🞏 Hệ thống chống tấn công APT, tên giải pháp ………………………………

🞏 Khác:

1. **Mô hình kết nối tổng thể các hệ thống (gửi kèm).**

………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………

1. **Đăng ký tham gia Hệ sinh thái Tín nhiệm mạng**

Thông tin chi tiết tham khảo tại <https://tinnhiemmang.vn/>

🞏 Có 🞏 Không

**NGƯỜI ĐẠI DIỆN THEO PHÁT LUẬT**

*(Ký tên, đóng dấu)*